# RSA algorithm
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One key is (e,N), and the other is (d,N), where N=p\*q, and is referred to as the modulus.

For example, we might select p=7, and q=13. Then N=91, and (p-1)(q-1)=72. We can choose d=5 (which is relatively prime to 72) and e=29, because e\*d=145 and
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Then, one key is K1=(29,91) and the other is K2=(5,91). The message to be encrypted is broken into blocks such that each block, M, can be treated as an integer between 0 and (N-1). To encrypt M into the ciphertext block, B, we perform
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To decrypt B, we perform
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The protocol works correctly because

![](data:image/x-wmf;base64,183GmgAAAAAAAKAdQAIACQAAAADxQQEACQAAA+ABAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAKgHRIAAAAmBg8AGgD/////AAAQAAAAwP///7v///9gHQAA+wEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AuKTzd8Gk83cgMPV37xRmRQQAAAAtAQAACAAAADIKoAHsHAEAAAApeQkAAAAyCqABThgEAAAAKG1vZAgAAAAyCqABVhIBAAAAKW0JAAAAMgqgAbgNBAAAAChtb2QIAAAAMgqgAUwLAgAAACkpCQAAADIKoAGuBgQAAAAobW9kCAAAADIKoAFSAwEAAAAobRwAAAD7AmD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgC4pPN3waTzdyAw9XfvFGZFBAAAAC0BAQAEAAAA8AEAAAgAAAAyCigBrBcBAAAAMm0IAAAAMgooAa4WAQAAADFtCAAAADIKKAEWDQEAAAAybQgAAAAyCigBGAYBAAAAMW0cAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AuKTzd8Gk83cgMPV37xRmRQQAAAAtAQAABAAAAPABAQAIAAAAMgqgAcAbAQAAAE5tCAAAADIKoAF4FAEAAABNbQgAAAAyCqABKhEBAAAATm0IAAAAMgqgASAKAQAAAE5tCAAAADIKoAHiAwEAAABNbQgAAAAyCqABQAABAAAATW0cAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AuKTzd8Gk83cgMPV37xRmRQQAAAAtAQEABAAAAPABAAAIAAAAMgrwAAUXAQAAAEttCAAAADIK8AAZFgEAAABLbQgAAAAyCvAAbwwBAAAAS20IAAAAMgrwAIMFAQAAAEttHAAAAPsCgP4AAAAAAACQAQAAAAIAAgAQU3ltYm9sAABUBgptQPESALik83fBpPN3IDD1d+8UZkUEAAAALQEAAAQAAADwAQEACAAAADIKoAE6EwEAAAA9bQgAAAAyCqABIAIBAAAAPW0KAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQBF7xRmRQAACgAhAIoBAAAAAAEAAABc8xIABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)

More details about RSA algorithm can be found in the textbook by William Stallings, Cryptography and Network Security.

Returning to the example, assume M=2.

Then, to encrypt M, we compute
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Thus, B=32. To decrypt B, we compute
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which is the plaintext message M.

Obtaining of p and q is extremely difficult, hence, only knowing a secret key K2, receiver can correctly decrypt a message.

Find multiplicative inverse of d modulo fi(N)=(p-1)\*(q-1) by

EXTENDED EUCLID(m,b)

1. (A1,A2,A3):=(1,0,m); (B1,B2,B3):=(0,1,b);
2. if B3=0 return A3=gcd(m,b); no inverse
3. if B3=1 return B3 = gcd(m,b); B2= b-1 mod m
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5. (T1,T2,T3):=(A1-QB1, A2-QB2, A3-QB3) //T=A-Q\*B
6. (A1,A2,A3):= (B1,B2,B3)
7. (B1,B2,B3):= (T1,T2,T3)
8. goto 2

In our example, d=5, fi(N)=72

A=(1,0,72), B=(0,1,5)

Q=floor(A3/B3)=floor(72/5)=floor(14.4)=14

T=A-Q\*B=(1-14\*0,0-14\*1, 72-14\*5)=(1,-14,2)

A=B==(0,1,5);

B=T=(1,-14,2);

B3 is not 0, nor 1

Q=floor(A3/B3)=floor(5/2)=2

T=A-Q\*B=(0-2\*1, 1-2\*(-14),5-2\*2)=(-2,29,1);

A=B==(1,-14,2);

B=T=(-2,29,1);

B3=1=>B2=5-1 mod 72 = 29=e

Check it: 5\*29=145=2\*72+1=1 mod 72

Encrypt M=5

C=M^e mod N = 5^29 mod 91

Use squaring for exponentiation and a\*b mod N = ((a mod N)\*(bmod N)) mod N

5^2 mod 91 =25

5^4 mod 91 = 25^2 mod 91 = 125\*5 mod 91 = 34\*5 mod 91 = 170 mod 91 = 79

5^8 mod 91 = 79\*79 mod 91 = (-12)\*(-12) mod 91 = 144 mod 91 = 53

5^16 mod 91 = 53\*53 mod 91 = 79

5^29 mod 91 = 5^16\*5^8\*5^4\*5 mod 91 = 79\*53\*79\*5 mod 91 = 53\*53\*5 mod 91 = 79\*5 mod 91 = 395 mod 91= 4\*91+31 mod 91 = 31 = C

Decryption:

M=C^d mod N = 31^5 mod 91

31^2 mod 91 = 51

31^4 mod 91 = 51\*51 mod 91 = 53

31^5 mod 91 = 31^4\*31 mod 91 = 53\*31 mod 91 = 5