**QUIZ1 CMPE-552 21.11.2016 (75 min, 2 points)**

St. Name, Surname\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ St.Id#\_\_\_\_\_\_\_\_\_\_\_\_\_

**One sheet of paper with your handwritings may be used. Photocopies, printouts, telephones, caclulators, etc, are not allowed**

Instructor Alexander Chefranov

**Totally 3 questions, 4 pages**

Good Luck!

|  |  |  |  |
| --- | --- | --- | --- |
| 1 | 2 | 3 | Total |
|  |  |  |  |

**Task 1. (0.6 points)** What replay attack is? Explain how it is conducted. What might be the aim of the replay attack?

Replay attack is conducted by intercepting valid network messages and repeating them by an opponent. A replay attack may aim masquerading, i.e. impersonating some person by some other person by e.g. the use of intercepted password

**Task 2. (0.7 points)** Define an RSA private/public key pair using numbers *p* and *q* from [5,10]. Encrypt and decrypt *M=21* with RSA using the keys. Show your calculations, give necessary explanations.

Hints: Two large prime numbers, *p* and *q*, ![](data:image/x-wmf;base64,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), are selected, and an integer, *d*, is chosen that is relatively prime to *(p-1)(q-1)*. Finally, an integer e is computed such that

![](data:image/x-wmf;base64,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), N=pq, C=MemodN, M=CdmodN

EXTENDED EUCLID(m,b)

1. (A1,A2,A3):=(1,0,m); (B1,B2,B3):=(0,1,b);
2. if B3=0 return A3=gcd(m,b); no inverse
3. if B3=1 return B3 = gcd(m,b); B2= b-1 mod m
4. Q=![](data:image/x-wmf;base64,183GmgAAAAAAAMADQAQBCQAAAACQWQEACQAAA0MBAAADABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQATAAxIAAAAmBg8AGgD/////AAAQAAAAwP///7j///+AAwAA+AMAAAsAAAAmBg8ADABNYXRoVHlwZQAA4AAIAAAA+gIAABAAAAAAAAAABAAAAC0BAAAFAAAAFAIgAuIABQAAABMCIAK6AhwAAAD7AoD+AAAAAAAAkAEAAAACAAIAEFN5bWJvbAB+QAAAAFUTCvkMAgp+FQIKfiDQDH4AADAABAAAAC0BAQAIAAAAMgoaA9ICAQAAAPp5CAAAADIK2gPSAgEAAAD7eQgAAAAyCqoB0gIBAAAA+nkIAAAAMgoaA0AAAQAAAOp5CAAAADIK2gNAAAEAAADreQgAAAAyCqoBQAABAAAA6nkcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4ADAIKfhUCCn4g0Ax+AAAwAAQAAAAtAQIABAAAAPABAQAIAAAAMgqsA/gBAQAAADN5CAAAADIKjgH4AQEAAAAzeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAMAgp+FQIKfiDQDH4AADAABAAAAC0BAQAEAAAA8AECAAgAAAAyCqwDCAEBAAAAQnkIAAAAMgqOARoBAQAAAEF5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAzAECAiJTeXN0ZW0AAAAACgAhAIoBAAAAAAIAAADs8xIADv4JfgQAAAAtAQIABAAAAPABAQADAAAAAAA=)
5. (T1,T2,T3):=(A1-QB1, A2-QB2, A3-QB3)
6. (A1,A2,A3):= (B1,B2,B3)
7. (B1,B2,B3):= (T1,T2,T3)
8. goto 2

p=5, q=7, N=35, fi(N)=(p-1)(q-1)=24; e=7, gcd(24,7)=gcd(7,3)=gcd(3,1)=gcd(1,0)=1 => 24 and 7 are relatively prime. D=e-1mod24

A=(1,0,24), B=(0,1,7), Q=3, T=A-QB=(1,-3,3)

A=(0,1,7), B=(1,-3,3), Q=2, T=A-QB=(-2,7,1) =>d=7

Check: 7\*7=49mod24=1

C=M7=217mod35=212\*214\*21=21

212=441mod35=35\*12+21=21

214=212=21mod35

P=C7=217=21mod35

**Task 3. (0.7 points)** Consider Steps 1, 2 of the Kerberos protocol:

1. C sends to KDS a message, M1 (in the clear), requesting a ticket to be used to authenticate C to S. M1 contains the names of the intended communicants (C,S).
2. When KDS receives M1, the following takes place:

(a) KDS (randomly) constructs a session key, Ksess,C&S

(b) KDS sends to C a message, M2, containing two items:

(i) ![](data:image/x-wmf;base64,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)[Ksess,C&S, S, LT]

(ii) ![](data:image/x-wmf;base64,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) [Ksess,C&S, C, LT] – the actual ticket,

where LT is the lifetime (the time interval) over which the ticket is valid.

Answer the following questions:

1. Why in Kerberos protocol, a client, C, can decrypt part (i) of the message obtained in the Step 2, and cannot decrypt part (ii)?

C can decrypt part(i) because it is encrypted with the key KC,KDS shared by C and KDS

C cannot decrypt part (ii) because it is encrypted by a key KS,KDS not known to C

1. What information is kept in these parts, (i) and (ii)?

In part (i): Ksess,C&S, server name S, and lifetime LT

In part (ii): Ksess,C&S, client name C, and lifetime LT

1. What for part (i) is used by C?

Part (i) is used by C to get the session key, Ksess, C&S, and encrypt by it a request to S

1. What for part (ii) is used by C?

Part (ii) is used by C to transmit it to the server S as a ticket for a service request